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1. Der Security Awareness Service / L0 service

Méchten Sie als Mitarbeiter fiir einen
Phishing-Angriff im Unternehmen
verantwortlich sein? «

Die Sicherheit der Unternehmensdaten und -systeme hat oberste Prioritat. Die wachsende Zahl und
Professionalitat von Cyber-Bedrohungen erfordern ein hohes MaR an Aufmerksamkeit von uns allen. Der
Mensch ist und bleibt die erste und wichtigste Verteidigungslinie gegen Angriffe von aulRen. Einzelne Si-
cherheitsvorfalle, oft durch gezielte Angriffe wie Phishing ausgeldst, konnen schwerwiegende finanzielle
und rufschadigende Konsequenzen haben.

Um das Sicherheitsbewusstsein im gesamten Unternehmen proaktiv zu scharfen und zu
vereinheitlichen, implementieren wir einen automatisierten Security Awareness Service von
Hornetsecurity. Dieser soll Sie dabei unterstitzen, potenzielle Gefahren frihzeitig zu identifizieren und
angemessen darauf zu reagieren.

Ein Herzstlck dieses Services ist die Phishing-Simulation, bei der wir lhnen E-Mails zusenden, die reale
Angriffe nachahmen. Hierbei geht es ausschlielRlich um Ihr Training: Sollten Sie auf einen Link oder
Anhang klicken, werden Sie umgehend auf eine sichere Seite weitergeleitet. Dort zeigen wir lhnen
konkret die Merkmale, an denen Sie die gefdlschte E-Mail hatten erkennen kdnnen. Erganzt durch kurze
Trainingsmodule, bereiten diese praktischen Ubungen Sie effektiv auf den Ernstfall vor. So lernen Sie
ohne jedes Risiko, reale Bedrohungen souverdn zu erkennen und schitzen damit aktiv das
Unternehmen und lhre Daten.

In dieser Anleitung erklaren wir [hnen den Umgang mit dem Service.

2. Das User Panel

Melden Sie sich in lhrem persénlichen Dashboard mit lhrer E-Mail-Adresse und Ihrem Passwort an:
https://cp.hornetsecurity.com/user_dashboard

Fir den Security Awareness Service sind die beiden Punkte ,E-Trainings" und ,,Phishing-Simulation®
wichtig.

Hallo

Es ist Dienstag, 11:40.
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3. Phishing-Simulation

Der wichtigste Bestandteil des Security Awareness Service ist die Phishing-Simulation. Sie werden in der
nachsten Zeit Mails bekommen, die versuchen werden, Sie auf verschiedenste Weisen reinzulegen.

Eine beispielhafte Phishing-Mail kdnnte wie folgt aussehen:

Interne Stellenanzeige

HR Team @ 4 Antworten 4 Allen antworten > Weiterleiten B~ & [3
HT
An: @ Hornetsecurity
A Dieser Absender stammt von auferhalb lhrer Organisation. Absender blockierer B Absender zur Whitelist hinzufugen

B Absender zur Blacklst hmzufigen

'y Iden

Infamail melden
Wir freuen uns, Ihnen mitteilen zu konnen, dass eine neue Gelegenheit in der Abteilung Consulling verfgbar ist. Diese Position bietet eine hervo

beruflichen Weiterentwicklung. O E-Mai-Detaike
Falls Sie daran interessiert sind, lhre Karriere varanzutreiben, laden wir Sie ein, Ihre Bewerbung (iber den falgenden Link einzureichen:

letzt bewerben

Falls Sie Fragen haben, knnen Sie sich gerne an das Personalteam wenden.

Mit freundlichen GriBen,

Das Personalteam

Wenn Sie die Mail als Phishing identifizieren, missen Sie die Mail Uber den Button von Hornetsecurity
auf der rechten Seite als Spam melden.

Nach dem Melden erscheint ein Fenster mit der Info, ob es sich um eine Mail der
Phishing-Simulation handelt:

wirke sich positiv auf Inre Auswertung der Phishing-Simulation aus. Sie mdssen nichts
weiter tun.

HORMETSECURITY
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Wenn es sich bei der von Ihnen gemeldeten Mail
nicht um eine Mail der Phishing-Simulation han-
delt, erscheint das folgende Fenster und die Mail
wird zur Prifung an den Anbieter gesendet.

Die E-Mail wurde ails Spam gemeldet.

Die Spam= und Infomail-Einstellungen kinnen im Control Panel bearbeitet werden.

p——~N
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4. E-Trainings

Unter ,E-Trainings"
finden Sie lhre offenen
und abgeschlossenen
Trainings. Die Zahl drei
markiert, dass drei
Trainings noch offen
sind und daher zeitnah
durchgefihrt werden
sollten.

Persénlich nah. Technisch vorn.

Anstehende E-Trainings

Hiler finden Sie alie E-Tralrings, die Sie nNoch Richt begonnen haben

Quiz: Social Engineering Quiz: Soziale Medien

Abgeschlossene E-Tralnings
¢ Training Sie ab

Phishing-EinfGhrung Gefahriiche
die Makravire

Willkommen bei SAS
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Zusatzlich bekommen Sie bei offenen Trainings Security
alle 30 Tage eine E-Mail als Erinnerung O Awareness

zugesendet: _Lo Service

Ginlsdung sum [ Trsining

Mein Austing - Office & E-Mal-Secunity <noreplyeusting R de>

aufr&g.

Liabar Nutzer,

i folgenden neuen E-Tramings stefwn |E1z1 fur Sie bereit:
» Sedal Engineating - 3 Minuan
AuBendem stehen die folgenden E-Trainings fr Ske berelt:

+ Quiz Passwortor urd Authentisiernung - & Minusan
+ Passwoner und Authentsienng - 10 Minuten

Sl haben bereits die folgenden E-Tralnings abgeschlossen:

« Phishicg-Einfhmung - & Minuten
+ Sich gegen Phishing.Angrific schitzen - 6 Minuter

Sin kisnnan Obar ten falgencen Link auf de E-Trainngs zugrefen: User Pane|
hr Fortscheitt wird auromatisch gespeichert, sodass S sin E-Training ederzet
unbarbrechen und zu sivem spateren Zeipunk fatsetzen kinnen,

Dio E-Trainings worden rogeima g akgualisien. Falis eim E-Training, das Sie
bogonnen, abar noch richt abgoschiossan haten, akiualisien wird, gont Ihr Fortschrin
warioran. Wir emptehden Inven daner, Ihre E-Tramings so bald we mogich
abzuschiialian

Freundiche Grile
giolbe Ausling GrbH

Je mehr Mails Sie erfolgreich erkennen und je
mehr E-Trainings Sie durchfihren, desto
schwieriger werden die Mails.

Unter ,,Phishing-Simulation™ kdnnen Sie Ihre
Auswertung der Phishing-Mails einsehen:

Im Rahmen der Simuiati ! 1 n ehrere simulierte Phishing Welche hab welche auch
und aul welt

Ihnen stammen, an Ihe e Zu Ihren Einstellungen gehen

Einstellungen deakt

Jet? Und wie

menfass
E-MAILS NAC

B Erkannt
Gemeldat

Her efalien
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5. Gezielte Unterstiitzung:
Unsere zuséatzlichen Schulungsoptionen

Unser Security Awareness Service ist die ideale Basis, um die allgemeine Sicherheit zu starken. Oft ist
es auch sinnvoll, fir eine Gruppe von Mitarbeitern Schulungen durchzufiGhren, die gezielt auf sie zu-
geschnitten sind. In diesem kleineren, personlichen Rahmen gehen wir auf individuelle Fragen ein und
arbeiten gemeinsam praxisnahe Szenarien durch.

Melden Sie sich unter der Telefonnummer 04442 / 9264 54 oder der consulting@austing-it.de, wenn
Sie fur Ihr Unternehmen oder lhre Abteilung einen solchen Bedarf sehen. Wir finden dann die beste
Lésung, um die Sicherheit gezielt bei Ihnen zu festigen. Informieren Sie sich auch gerne Uber unsere

weiteren Schulungsangebote unter: https://www.austing-it.de/schulung-weiterbildung

lhr Ansprechpartner:

- Sebastian Oevermann
% f | & Consultant
-

~ Informationssicherheitsbeauftragter - Microsoft Certified

b ' Q, s.oevermann@austing-it.de
¥ 04442 9264 54
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